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Windows Printserver

Aufgrund der PrintNightmare-Exploits hier eine Abhandlung hinsichtlich der Serverrolle Druckserver
unter Windows und wie man diese moglichst sicher betreiben kann.

Die Exploits

e CVE-2021-1675

Remote Code Execution Vulnerability
e CVE-2021-34527 (Print Nightmare)

Remote Code Execution Vulnerability
e CVE-2021-34481

Elevation of Privilege Vulnerability
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